**Cyber Awareness Training Final Test**

1. What is the recommended minimum length of a password?
   1. 12 characters
   2. 4 characters
   3. **8 characters**
   4. 10 characters
2. What is NOT a password best practice?
   1. Do not include personal information
   2. Do not use words from dictionary
   3. Should include uppercase, lowercase, numbers, and special characters
   4. **None of these**
3. Password managers are recommended to keep track of passwords
   1. **True**
   2. False
4. What is the purpose of a phishing attack?
   1. **Steal sensitive information**
   2. Used to exploit a computer
   3. Show unwanted ads to users
   4. None of these
5. What is a phishing attack against a specific group of individuals?
   1. Targeted Phishing
   2. Whaling
   3. **Spear Phishing**
   4. None of these
6. How to prevent phishing attacks
   1. Be careful of attachments sent
   2. Be careful of links you click
   3. Look carefully at who sent the email
   4. **All of these**
7. What does removeable media include?
   1. Keyboards/Mouse
   2. External Hard drive
   3. USB Drives
   4. **All of these**
8. What attacks can be orchestrated with removeable media?
   1. **Ransomware**
   2. Phishing
   3. Buffer Overflow
   4. All of these
9. What should you do when you find a USB?
   1. Plug it in
   2. **Do not plug in/Report to IT**
   3. Leave it
   4. None of these